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pendent and impartial. The Belgian Constitutional Court already
came to that conclusion few years ago". It was called on to rule on
a few questions from a citizen who had taken proceedings before
the appeal body. He disagreed with the fact that he was only al-
lowed access to part of his file. This brings us to a second — very
important — issue: the right to access your dossier.

In principle the entire dossier that formed the basis for the de-
cision of the authority should be disclosed to the complainant and
his or her lawyer, even when this dossier contains classified infor-
mation. Belgium does not know the system of the ‘security scree-
ned advocate’. In principle the applicant and his layer are allowed
to see all information. But there are — of course — exceptions. At
the request of the intelligence service the president of the appeal
body may decide that certain information must remain secret and
will not be disclosed. He may take such a decision if there is a
danger that the protection of sources, the privacy of third parties
or the fulfilment by the service of its statutory tasks would be
compromised. As a result, the complainant and his lawyer have
less information available to them than the authorities and the
appeal body. Here again, the Constitutional Court did not see any
problem, even in view of Article 6 ECHR. It ruled that the right
to have acces to all elements of the file can be limited under strict
conditions, e.g. when national security requires it"’. We believe
this judgment by the Constitutional Court to be completely in
line with the recent judgments of the European Court in the cases
Turek v. Slovakia® and C.G. and others v. Bulgaria®”. Moreover,
it must be noted that the appeal body handles this power circum-

17 constitutional Court, 25 January 2006, 14/2006, published in the official Belgian Gazette of 23 March 2006.

"8 The Court ruled that this interference in the right of defence is only justified if it is strictly proportionate with the
importance of the objectives and if it is paired with a procedure in which an independent and impartial judge is in a
position to investigate the legality of the procedure

19ECHR, Turek v. Slovakia, 14 February 2006.
DEGHR, C.G. and others v. Bulgaria, 24 April 2008,
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spectly. If it is applied, it generally concerns data which is not
immediately relevant for the appraisal of the case, such as the
name of a staff member of State Security who carried out a given
investigation. Furthermore, the complainant can see which and
how many passages have been removed and the appeal body can
always question the applicant on the omitted information.

The Constitutional Court has, however, not ruled on a case in
which the Belgian intelligence service makes use of data origi-
nating from a foreign counterpart. In that event the Belgian intel-
ligence service itself must decide on the disclosure. This statutory
embedding of the third party rule proves to be more problematic.
In the Turek case the Court did indicate that the existence of the
power of intelligence services to rule itself on disclosure is not
consistent with the fairness of the proceedings. However, this si-
tuation has not yet arisen. So apart from this last aspect, we feel
able to conclude that proceedings before the appeal body offer
adequate guarantees for a fair hearing, particularly now that the
complainant will be heard upon request, that he may be assisted
by his lawyer and that they can put forward written conclusions.

Another important requirement from the ECHR was clearly
addressed in the Lupsa case” and the case of C.G. and others:
the complainant — as the Court ruled — ‘must be able to have the
measure in question scrutinised (...) to review all the relevant
questions of fact and law’. Does the Belgian appeal body meet
this criterion? Does it have adequate powers in this respect? Can
it go beyond a ‘purely formal examination’ of the case?

Well, the powers of the three presidents to ‘scrutinise’ the de-
cision of the authority are substantial. Firstly they have the entire
dossier available to them. But they can also call for the submission
of any additional item and can summon any members of the intel-
ligence services who have worked on the security investigation or

JVECHR, Lupsa v, Romania, 8 June 2006.
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check. They are in principle required to answer all questions. For
security clearances, the appeal body can require the authorities to
conduct further investigations.

Furthermore the appeal body does not restrict itself to a mar-
ginal examination of the administrative decision. Although this is
not common for a jurisdictional body that is examining a decision
of an authority, it will reach its own balance of interests and exa-
mine whether the measure was proportionate.

Finally it is important to stress that the appeal body can take
‘legally binding decisions’ and provide ‘appropriate relief’. If
the appeal body adjudges that the security clearance or certifi-
cate was improperly refused, it orders the authorities to grant the
clearance or certificate immediately. In almost half of the cases
the complainants get satisfaction. Moreover, the cases are settled
within a ‘reasonable time’, that is within 15 to 60 days from the
application. We must however make one small remark. If the ap-
peal is directed against a negative advice then the appeal body can
convert it to a positive advice. But it will still only be an advice.
The authority that requested it is not obliged to follow it. As far
as we know, this situation has not yet occurd, but if so the com-
plainant would be able to take his case to the Council of State. In
all other cases no appeal is possible against the decisions of the
appeal body. But Article 6 para | ECHR makes no provision for
a right of appeal.





